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SYSTEM LOCATION: 
Defense Intelligence Agency, 200 

MacDill Blvd, Washington, DC 20340– 
5100. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

DoD civilians, military and 
contractors. 

CATEGORIES OF RECORDS IN THE SYSTEM: 
Individual’s name, Social Security 

Number (SSN), case numbers of records 
relating to the Equal Opportunity (EO) 
program, Alternate Dispute Resolution 
(ADR) and Reasonable Accommodation 
(RA) cases as well as General Counsel 
litigation records specifically related to 
EO, ADR, and RA cases. 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 
DoD Directive 1020.02, Diversity 

Management and Equal Opportunity; 
DoD Directive 5145.5, Alternate Dispute 
Resolution and E.O. 9397 (SSN), as 
amended. 

PURPOSE(S): 
To manage the equal opportunity 

program files, alternate dispute 
resolution files, and reasonable 
accommodation case files. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

In addition to those disclosures 
generally permitted under 5 U.S.C. 
552a(b) of the Privacy Act of 1974, these 
records or information contained herein 
may specifically be disclosed outside 
the DoD as a routine use pursuant to 5 
U.S.C. 552(b)(3) as follows: 

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING, AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

STORAGE: 
Paper records and electronic storage 

media. 

RETRIEVABILITY: 
By last name, Social Security Number 

(SSN) and/or case file number. 

SAFEGUARDS: 
Records are stored in office buildings 

protected by guards, controlled 
screenings, use of visitor registers, 
electronic access, and/or locks. Access 
to records is limited to individuals who 
are properly screened and cleared on a 
need-to-know basis in the performance 
of their duties. Passwords and User IDs 
are used to control access to the system 
data, and procedures are in place to 
deter and detect browsing and 
unauthorized access. Physical and 
electronic access are limited to persons 
responsible for servicing and authorized 
to use the system. 

RETENTION AND DISPOSAL: 
Equal Opportunity Records— 

Temporary, destroy 4 years after 
resolution of case. 

Alternate Dispute Resolution 
Records—Temporary, destroy 3 years 
after settlement is implemented or case 
is discontinued. 

Reasonable Accommodation 
Records—Temporary, destroy 3 years 
after employee separation from the 
Agency, or all appeals have been 
concluded whichever is later. 

Electronic records are deleted by the 
system; paper records are destroyed by 
shredding, burning or pulping. 

SYSTEM MANAGER(S) AND ADDRESS: 
DSS 2–C, Defense Intelligence 

Agency, 200 McDill Blvd, Washington, 
DC 20340–5100. 

NOTIFICATION PROCEDURE: 
Individuals seeking to determine 

whether information about themselves 
is contained in this system of records 
should address written inquiries to the 
DIA Freedom of Information Act Office 
(DAN–1A), Defense Intelligence Agency, 
200 MacDill Blvd, Washington, DC 
20340–5100. 

Request should contain the 
individual’s full name, current address, 
telephone number and Social Security 
Number (SSN). 

RECORD ACCESS PROCEDURES: 
Individuals seeking access to 

information about themselves, 
contained in this system of records, 
should address written inquiries to the 
DIA Freedom of Information Act Office, 
Defense Intelligence Agency (DAN–1A), 
200 MacDill Blvd, Washington, DC 
20340–5100. 

Request should contain the 
individual’s full name, current address, 
telephone number and Social Security 
Number (SSN). 

CONTESTING RECORD PROCEDURES: 
DIA’s rules for accessing records, for 

contesting contents and appealing 
initial agency determinations are 
published in DIA Instruction 5400.001 
‘‘Defense Intelligence Agency Privacy 
Program’’; or may be obtained from the 
system manager. 

RECORD SOURCE CATEGORIES: 
By individuals. 

EXEMPTIONS CLAIMED FOR THE SYSTEM: 
Investigatory material compiled for 

law enforcement purposes, other than 
material within the scope of subsection 
5 U.S.C. 552a (j)(2), may be exempt 
pursuant to 5 U.S.C. 552a(k)(2). 
However, if an individual is denied any 
right, privilege, or benefit for which he 

would otherwise be entitled by Federal 
law or which he would otherwise be 
eligible, as a result of maintenance of 
the information, the individual will be 
provided access to the information 
except to the extent that disclosure 
would reveal the identity of a 
confidential source. This exemption 
provides limited protection of 
investigative reports maintained in a 
system of records used in personnel or 
administrative actions. 

An exemption rule for this record 
system has been promulgated in 
accordance with the requirements of 5 
U.S.C. 553(b)(1), (2), and (3), (c) and (e) 
and published in 32 CFR part 319. For 
more information contact the system 
manager. 
[FR Doc. 2010–14250 Filed 6–14–10; 8:45 am] 

BILLING CODE 5001–06–P 

DEPARTMENT OF DEFENSE 

Department of the Army 

Intent To Grant an Exclusive License 
of a U.S. Government-Owned Patent 

AGENCY: Department of the Army, DoD. 

ACTION: Notice. 

SUMMARY: In accordance with 35 U.S.C. 
209(e) and 37 CFR 404.7 (a)(I)(i), 
announcement is made of the intent to 
grant a partially exclusive, royalty- 
bearing, revocable license to U.S. Patent 
No. 5,607,979 entitled ‘‘Topical Skin 
Protectants,’’ issued March 4, 1997 for 
all fields of use except the field of use 
involving military personnel from the 
exposure to chemical warfare agents, to 
Bracco Diagnostics, Inc., with its 
principal place of business at 107 
College Road East, Princeton, New 
Jersey 08540. 

ADDRESSES: Commander, U.S. Army 
Medical Research and Materiel 
Command, ATTN: Command Judge 
Advocate, MCMR–JA, 504 Scott Street, 
Fort Detrick, Frederick, MD 21702– 
5012. 

FOR FURTHER INFORMATION CONTACT: For 
licensing issues, Dr. Paul Mele, Office of 
Research & Technology Assessment, 
(301) 619–6664. For patent issues, Ms. 
Elizabeth Arwine, Patent Attorney, (301) 
619–7808, both at telefax (301) 619– 
5034. 

SUPPLEMENTARY INFORMATION: Anyone 
wishing to object to the grant of this 
license can file written objections along 
with supporting evidence, if any, 15 
days from the date of this publication. 
Written objections are to be filed with 
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the Command Judge Advocate (see 
ADDRESSES). 

Brenda S. Bowen, 
Army Federal Register Liaison Officer. 
[FR Doc. 2010–14320 Filed 6–14–10; 8:45 am] 

BILLING CODE 3710–08–P 

DEPARTMENT OF DEFENSE 

Department of the Army 

[Docket ID: USA–2010–0013] 

Privacy Act of 1974; System of 
Records 

AGENCY: Department of the Army, DoD. 
ACTION: Notice to delete a system of 
records. 

SUMMARY: The Department of the Army 
proposes to delete a system of records 
notice from its existing inventory of 
record systems subject to the Privacy 
Act of 1974, (5 U.S.C. 552a), as 
amended. 

DATES: This proposed action will be 
effective without further notice on July 
15, 2010, unless comments are received 
which result in a contrary 
determination. 

ADDRESSES: You may submit comments, 
identified by docket number and title, 
by any of the following methods: 

• Federal Rulemaking Portal: http:// 
www.regulations.gov. Follow the 
instructions for submitting comments. 

• Mail: Federal Docket Management 
System Office, 1160 Defense Pentagon, 
Washington, DC 20301–1160. 

Instructions: All submissions received 
must include the agency name and 
docket number for this Federal Register 
document. The general policy for 
comments and other submissions from 
members of the public is to make these 
submissions available for public 
viewing on the Internet at http:// 
www.regulations.gov as they are 
received without change, including any 
personal identifiers or contact 
information. 

FOR FURTHER INFORMATION CONTACT: 
Mr. Leroy Jones at (703) 428–6185. 

SUPPLEMENTARY INFORMATION: The 
Department of the Army systems of 
records notices subject to the Privacy 
Act of 1974, (5 U.S.C. 552a), as 
amended, have been published in the 
Federal Register and are available from 
the Department of the Army, Privacy 
Office, U.S. Army Records Management 
and Declassification Agency, 7701 
Telegraph Road, Casey Building, Suite 
144, Alexandria, VA 22325–3905. 

The Department of the Army proposes 
to delete one system of records notice 

from its inventory of record systems 
subject to the Privacy Act of 1974 (5 
U.S.C. 552a), as amended. The proposed 
deletion is not within the purview of 
subsection (r) of the Privacy Act of 1974, 
(5 U.S.C. 552a), as amended, which 
requires the submission of a new or 
altered system report. 

Dated: June 9, 2010. 
Mitchell S. Bryman, 
Alternate OSD Federal Register Liaison 
Officer, Department of Defense. 

Deletion: 

A0500–3 DCS G–1. 

SYSTEM NAME: 

Army Disaster Personnel 
Accountability and Assessment Records 
(ADPAAS) (August 28, 2008; 73 FR 
50784). 

REASON: 
The Army Disaster Personnel 

Accountability and Assessment Records 
(ADPAAS) is now covered under system 
of records notice DPR 39 DoD, 
Personnel Accountability and 
Assessment System (March 24, 2010; 75 
FR 14141); therefore the notice can be 
deleted. 
[FR Doc. 2010–14256 Filed 6–14–10; 8:45 am] 

BILLING CODE 5001–06–P 

DEPARTMENT OF DEFENSE 

Department of the Army 

[Docket ID: USA–2010–0012] 

Privacy Act of 1974; System of 
Records 

AGENCY: Department of the Army, DoD. 
ACTION: Notice to amend a system of 
records. 

SUMMARY: The Department of the Army 
is proposing to amend a system of 
records notice in its existing inventory 
of records systems subject to the Privacy 
Act of 1974, (5 U.S.C. 552a), as 
amended. 

DATES: The changes will be effective on 
June 14, 2010, unless comments are 
received that would result in a contrary 
determination. 
ADDRESSES: You may submit comments, 
identified by docket number and title, 
by any of the following methods: 

• Federal Rulemaking Portal: http:// 
www.regulations.gov. Follow the 
instructions for submitting comments. 

• Mail: Federal Docket Management 
System Office, 1160 Defense Pentagon, 
Washington, DC 20301–1160. 

Instructions: All submissions received 
must include the agency name and 

docket number for this Federal Register 
document. The general policy for 
comments and other submissions from 
members of the public is to make these 
submissions available for public 
viewing on the Internet at http:// 
www.regulations.gov as they are 
received without change, including any 
personal identifiers or contact 
information. 

FOR FURTHER INFORMATION CONTACT: 
Mr. Leroy Jones at (703) 428–6185. 

SUPPLEMENTARY INFORMATION: The 
Department of the Army systems of 
records notices subject to the Privacy 
Act of 1974, (5 U.S.C. 552a), as 
amended, have been published in the 
Federal Register and are available from 
the Department of the Army, Privacy 
Office, U.S. Army Records Management 
and Declassification Agency, 7701 
Telegraph Road, Casey Building, Suite 
144, Alexandria, VA 22325–3905. 

The specific changes to the records 
system being amended are set forth 
below followed by the notice, as 
amended, published in its entirety. The 
proposed amendments are not within 
the purview of subsection (r) of the 
Privacy Act of 1974, (5 U.S.C. 552a), as 
amended, which requires the 
submission of a new or altered system 
report. 

Dated: June 9, 2010. 
Mitchell S. Bryman, 
Alternate OSD Federal Register Liaison 
Officer, Department of Defense. 

A0385–10/40 ASO 

SYSTEM NAME: 
Army Safety Management Information 

System (ASMIS) (September 6, 2007; 72 
FR 51215). 

CHANGES: 

* * * * * 

RETRIEVABILITY: 
Delete entry and replace with ‘‘Data 

from accident prevention studies is 
retrieved by name, Social Security 
Number (SSN), age, or gender. Accident 
and incident case records are retrieved 
by date of incident, location of incident, 
or type of equipment involved.’’ 
* * * * * 

NOTIFICATION PROCEDURE: 
Delete entry and replace with 

‘‘Individuals seeking to determine 
whether information about themselves 
is contained in this system should 
address written inquiries to the 
appropriate system manager. 

Individual must furnish his/her full 
name, Social Security Number (SSN), 
current address and telephone number, 
when and where the accident occurred, 
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